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1. Introduction  
 
Storage space costs money. Maintaining an ever-growing set of paper files and archives takes up 
time and other resources. Even where material is stored on a computer system (e.g. in a document 
imaging system), such a system will only be of value if it is manageable and accessible. What 
documents does Hjaltland need to keep and for how long?  
 
It would be impossible to list all the documents Hjaltland keeps, or needs to keep. In many cases, it 
will be a matter of what ‘feels right’ for Hjaltland and the exercising of common sense when making a 
decision on what to keep, what to archive or what to dispose of.  
 
However, you should keep in mind the need to comply with the Data Protection Legislation and 
specifically the principle that 'personal data should not be kept in a form that identifies individuals for 
longer than is necessary for its purposes'. 
 
As a rule the Limitation Act 1980 is followed. This Act in many cases sets a six year time length after 
an event has occurred for keeping documents. This can be after employment ceases (for 
employment records and personnel charts) or the resolution date for a whistleblowing event or 
termination of a contract with suppliers, agents etc.  
 
Hjaltland's Data Retention Schedule lists the principal documentation that we should keep, together 
with details of statutory retention periods and recommended retention periods. 
 
2. Storage medium  
 
The medium in which documents are stored is electronically by OMNI system and Sage Cloud 50 
Payroll system which are both password protected and limited access.  Electronic files are also 
password protected, Hardcopy files are kept under lock and key with limited access. 
 
The medium in which documents are stored is largely a matter for each organisation.  However, care 
should be taken to ensure that documents stored electronically will capture all the information on the 
document (front and back) and allow the information to be presented in a readable format and if 
necessary, be readily convertible to a paper format.   
 
HM Customs and Excise has particular requirements relating to electronically stored data, and has 
the power to withdraw approval for such media in any individual case. It is advisable to obtain legal 
advice on the admissibility of electronically formatted documents for presentation in a court of law. 
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The Data Protection Legislation gives individuals the right to access the personal data that an 
organisation holds on them. In order to comply with this part of the Data Protection Legislation, 



organisations need to have in place effective means of extracting and retrieving personal data from a 
variety of sources. 
 
Hjaltland holds a great deal of personal data on our tenants, usually in a variety of forms and 
locations. In order to comply with a subject access request, Hjaltland will need to be able to locate 
and collate the personal data quickly. It is therefore vital that key personnel know what information is 
held and by whom. Ideally, all personal data relating to individual tenants should be kept in the tenant 
files (paper or electronic) so that, in the event of a subject access request, Hjaltland can be confident 
that all the personal data is easily accessible from a limited number of central sources. However, 
Hjaltland recognises that this may not always be the case in practice. Hjaltland should ensure that 
tenant record files are as complete as possible but it is acknowledged that there may be some 
instances where designated individuals need to retain personal data on tenants which would not be 
appropriate for more general access. 
 
Information held on tenants can be categorised in one of two ways: 

• "classified information" is information which a tenant has requested be kept confidential 
between the tenant and the designated individual to whom they disclose the information.); 
and 

• "unclassified information" is all other information held on tenants which will be available for 
general access by designated individuals.  

 
The following guidelines should be followed: 

1. Copies of unclassified information relating to an individual tenant should be lodged in the 
tenant record file.  

2. Designated individuals may retain copies of classified information without copying it to the 
tenant record file.  

3. Designated individuals may retain duplicate copies of any documentation (whether electronic 
or paper), particularly if the information is consulted on a regular basis.  

4. Members of staff, other than those responsible for the tenant record files and designated 
personnel, should not retain information (electronic or paper) about individual tenants.  

5. Information should only be retained in accordance with the suggested retention periods in 
Hjaltland's Records Retention Schedule.  

6. When a designated individual leaves Hjaltland, they should pass all information to the 
member of staff responsible for house files, to be either destroyed (in accordance with 
Hjaltland's records retention schedule), or filed in the house record file, or passed to a 
replacement designated individual.  

7. Tenants should be informed of how Hjaltland processes their personal data, including what 
personal data is being held about them, what it will be used for, where it will be stored, and to 
whom it might be disclosed in a privacy notice. This will normally be achieved via privacy 
notices within housing application forms and other data collection forms.  

 
If these guidelines are followed, personal data held on tenants can be easily located from a limited 
number of sources and departments will be much better prepared to respond to subject access 
requests efficiently. 
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